
TEMPORARY TOURS OF ACTIVE DUTY for Network/Systems 
Adminstrators - Officer, Warrant Officer, Non-Commissioned Officer - 
at the Army Operations Center, Pentagon, Washington, DC 
 
1. Reference AR 135-210: Order to Active Duty as Individuals for Other 

Than a Presidential Selected Reserve Call-up, Partial or Full 
Mobilization, 17 September 1999. 

 
2.  We are seeking candidates for Network/Systems Administrators 
in the Army Operations Center, Military District of Washington. See 
Security clearance requirements below. 
 
a. Sponsor is the Department of the Army G-3 and Army National Guard. 
 
b. Tours are 179 days with possible extension. Full per-diem is available 
for soldiers based outside of the Washington, DC area. Billeting in 
government quarters is not available. DA, G-3 will pay travel costs. 
Dependent travel is not authorized. 
 
3. Qualifications. 
 
a. These positions are branch immaterial and are competitive. Past history 
reflects a selection rate of one in three. The desired skill-set for this 
position is: 
 
Server Administration - Messaging - Exchange 2000 - Web 
UNIX (Solaris 2.5) 
Application Servers (GCCS & GCCSA), 
File Servers, Oracle, Sybase 
DNS, NFS, NIS+ 
NT (and W2K w/ AD since NT 4.0 transitioning to Windows 2000 with 
Active Directory) 
File Servers - SQL, Exchange 
2000, Coldfusion, Active Server Pages 
SAN - EMC 
Backup - Tape Robot 
Network Administration 
Cable Plant - FDDI 
Fast Ethernet over copper, Fast 
Ethernet over fiber, Sniffer 
Remote Access - Citrix 
Security Architecture - IAVA 
Firewall - Sidewinder 
Intrusion Detection - Snort, Real Secure 
Anti-Virus: McAfee/Norton 
 



Requires hands on technical experience as well as leadership / 
management and people skills.  If selected, officer will be the off shift 
(night shift) Problem Manager for Information Technology support to the 
Army Operations Center.  Based upon availability the officer will also 
rotate onto days to work projects in support of the Organization.   
 
Has to trouble shoot a multitude of network, operating system, and 
application problems and either resolve the issue and restore service, or 
identify appropriate technical support personnel to be called in for problem 
resolution. 
 
b. Must have the ability to work independently and complete actions with 
minimal or no supervision. Must have both excellent written and oral 
communication skills. 
 
c. Security Clearance Required: A Valid Top Secret Clearance. A 
valid Secret Clearance with a recently completed Electronic 
Personnel Security Questionnaire (EPSQ) and ability to acquire an 
Interim TS may be acceptable. 
 
4. Minimum military and civilian education required. 
 
5. Interested applicants who meet the aforementioned requirements may 
fax their military bio (see below) and last three OERs to (703) 607-7418, 
attn: MAJ Peggy Masterson, AOC TTAD Manager (703-607-7557), for 
consideration. 


